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be granted access to the security plan 
or implementing procedures. 

(6) Licensees shall maintain a list of 
persons currently approved for access 
to the security plan or implementing 
procedures. When a licensee determines 
that a person no longer needs access to 
the security plan or implementing pro-
cedures or no longer meets the access 
authorization requirements for access 
to the information, the licensee shall 
remove the person from the approved 
list as soon as possible, but no later 
than 7 working days, and take prompt 
measures to ensure that the individual 
is unable to obtain the security plan or 
implementing procedures. 

(7) When not in use, the licensee shall 
store its security plan and imple-
menting procedures in a manner to pre-
vent unauthorized access. Information 
stored in nonremovable electronic form 
must be password protected. 

(8) The licensee shall retain as a 
record for 3 years after the document is 
no longer needed: 

(i) A copy of the information protec-
tion procedures; and 

(ii) The list of individuals approved 
for access to the security plan or im-
plementing procedures. 

[78 FR 17007, Mar. 19, 2013, as amended at 79 
FR 58671, Sept. 30, 2014] 

§ 37.45 LLEA coordination. 
(a) A licensee subject to this subpart 

shall coordinate, to the extent prac-
ticable, with an LLEA for responding 
to threats to the licensee’s facility, in-
cluding any necessary armed response. 
The information provided to the LLEA 
must include: 

(1) A description of the facilities and 
the category 1 and category 2 quan-
tities of radioactive materials along 
with a description of the licensee’s se-
curity measures that have been imple-
mented to comply with this subpart; 
and 

(2) A notification that the licensee 
will request a timely armed response 
by the LLEA to any actual or at-
tempted theft, sabotage, or diversion of 
category 1 or category 2 quantities of 
material. 

(b) The licensee shall notify the ap-
propriate NRC regional office listed in 
§ 30.6(a)(2) of this chapter within 3 busi-
ness days if: 

(1) The LLEA has not responded to 
the request for coordination within 60 
days of the coordination request; or 

(2) The LLEA notifies the licensee 
that the LLEA does not plan to partici-
pate in coordination activities. 

(c) The licensee shall document its 
efforts to coordinate with the LLEA. 
The documentation must be kept for 3 
years. 

(d) The licensee shall coordinate with 
the LLEA at least every 12 months, or 
when changes to the facility design or 
operation adversely affect the poten-
tial vulnerability of the licensee’s ma-
terial to theft, sabotage, or diversion. 

§ 37.47 Security zones. 

(a) Licensees shall ensure that all ag-
gregated category 1 and category 2 
quantities of radioactive material are 
used or stored within licensee-estab-
lished security zones. Security zones 
may be permanent or temporary. 

(b) Temporary security zones must be 
established as necessary to meet the li-
censee’s transitory or intermittent 
business activities, such as periods of 
maintenance, source delivery, and 
source replacement. 

(c) Security zones must, at a min-
imum, allow unescorted access only to 
approved individuals through: 

(1) Isolation of category 1 and cat-
egory 2 quantities of radioactive mate-
rials by the use of continuous physical 
barriers that allow access to the secu-
rity zone only through established ac-
cess control points. A physical barrier 
is a natural or man-made structure or 
formation sufficient for the isolation of 
the category 1 or category 2 quantities 
of radioactive material within a secu-
rity zone; or 

(2) Direct control of the security zone 
by approved individuals at all times; or 

(3) A combination of continuous 
physical barriers and direct control. 

(d) For category 1 quantities of radio-
active material during periods of main-
tenance, source receipt, preparation for 
shipment, installation, or source re-
moval or exchange, the licensee shall, 
at a minimum, provide sufficient indi-
viduals approved for unescorted access 
to maintain continuous surveillance of 
sources in temporary security zones 
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